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RELEASE NOTES:

Summary

DF Studio is pleased to announce its latest software release, which is now being deployed to 

all accounts. As always, please reach out to DF Studio’s support team with any feedback  

or questions.

Enhancements

Metadata

• The Metadata Inspector controls have been refreshed for readability, and the buttons for 

saving data or filtering the field list have been locked in place so they are accessible even 

when scrolling through the Inspector.

Bug Fixes

Metadata

• Fixed an issue which could cause the duplication of metadata values in certain fields when 

uploading multiple files into the same asset in a single operation.

Uploads & Assignments

• Resolved a bug which failed to select the currently active Setup as the upload destination 

when beginning a new upload while filtered to a specific Setup.

• Mitigated an anomaly which prevented scrolling the error listing in the Upload Monitor task 

queue in order to view the full list.

• Patched a fault which caused failures when importing TIFF files with values in the TIFF 

DateTimeOriginal metadata field formatted to include milliseconds.

Asset Workflows & Organization

• Addressed an error which could cause discrepancies in the display of information when 

previewing the results of a name change in the “Rename and Renumber Assets” overlay.

• Corrected a defect which caused the page to refresh whenever the Permissions overlay 

was closed.

• Rectified a problem which prevented using the arrow keys to navigate all columns in  

column view.
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Security & Protection

• Revised a configuration in order to ensure that all of a user’s active sessions are terminated 

when changing the password.

• Patched an unexploited vulnerability which could have allowed a sophisticated attacker to 

cause a redirect to a potentially malicious domain by modifying the behavior of a confirm 

overlay, with the intent to leak information.

API & Integration

• Updated the behavior of the Enterprise Asset API to repair an inconsistency in the way API 

responses formatted the names of Projects or Library folders containing a slash  

character (/).

Additional Fixes

4/25/2024

• Addressed a bug which could cause failures sending watermarked Messengers under 

certain conditions.

4/26/2024

• Resolved an error which resulted in failures when importing files using timezone offsets in 

the DateTimeOriginal metadata field.

5/1/2024

• Repaired a misconfiguration which prevented visual annotations from functioning as 

expected in Messengers.


